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1
Discussion

In TR 23.799, the following agreements are captured on Key Issue #7: Network function granularity and interactions between them
	3.
Network functions within the NG Control plane unless determined otherwise during the normative phase, shall exhibit service based interfaces for services that can be re-used by multiple network functions. This will be evaluated on a case by case basis when specifying the procedure. The NG1, NG2, NG4 interface are not considered to support the service based interface.


What is a benefit of describing the service based architecture?
Re-usability of the service procedure: As we have seen the HO scenario described in the paper [S2-167183], in many cases for the interface between AMF and SMF, making service-based interface may not benefit from this re-usability because the service is only used for one dedicated class of the client.
[S2-167183] “Clarification on the Service based interface,” Huawei, Hisilicon, CATR, China Mobile, Deutsche Telekom, SA WG2 Meeting #118, 14 – 18 November 2016, Reno, Nevada, USA
Re-usability of the service is beneficial for those functions which can be used by multiple functions [S2-161429] 
	Procedure description
	Involved network functions &
procedure – 1 
	Involved network functions &
procedure – 2

	UE location change reporting with various levels of granularity;

Reporting of NAS/RAN failure cause code
	MME-SGW;

Procedure over GTP based S11 interface
	MME-SCEF;

Procedure over Diameter interface T6a interface using T6a application

	Providing the policy and charging rules for the UE
	PCRF-PGW;

Procedure over Diameter based Gx interface using Gx application
	PCRF-TDF;

Procedure over Diameter based Sd interface using Sd application

	Providing traffic steering rules for the UE
	PCRF-PGW;

Procedure over Diameter based Gx interface using Gx application
	PCRF-TDF/TSSF;

Procedure over Diameter based Sd/St interface using Sd/St application

	Credit control for online charging of the UE
	OCS-PGW;

Procedure over Diameter based Gy interface using Gy application
	OCS-TDF;

Procedure over Diameter based Gyn interface using Gyn application

	Receiving offline charging information for the UE
	OFCS-PGW;

Procedure over Diameter based Gz interface using Gz application
	OFCS-TDF;

Procedure over Diameter based Gzn interface using Gzn application

	Reporting of change of RAT, IP-CAN type
	PCRF-AF;

Procedure over Diameter based Rx interface using Rx application
	PCRF-TDF;

Procedure over Diameter based Sd interface using Sd application

	Reporting congestion level per cell / location
	RCAF-PCRF;

Procedure over Np (on per subscriber basis)
	RCAF-SCEF;

Procedure over Ns (on aggregate basis)


<Table 1: EPC based examples of multiple definition of same/similar procedure of [S2-161429] >
[S2-161429] “New architectural principle: Re-usable core network procedures”, Cisco Systems, Inc., AT&T, Allot Communications, SA2 #114, SA WG2 Meeting #114, 11 - 15 April 2016, Sophia Antipolis, FR

Since we decided to extend the PCC framework. It is assumed that PCC features will be used for the NextGen System. 
So, we focus on a detailed analysis of the existing diameter-based Gx interface to see if we can convert it into the service-based interface. Let’s start with the existing Gx interface between the PCEF and the PCRF to see which types of interaction is required. The table shows the high level overview of Gx interface [TS29.212]
	Features
	Related Stage 2 Procedure
	Short description
	Protocol aspects

	Request for PCC rules
[4.5.1 of TS29.212]
	IP-CAN session establishment
	The PCEF sends a CC-Request with CC-Request-Type AVP set to the value "INITIAL_REQUEST".
	PCEF ( PCRF (CCR)

PCEF ( PCRF (CCA)

(Request/Response)

	
	IP-CAN session modification
	IP-CAN session modification with PCEF-requested rules can occur for various reasons: bearer establishment, termination,  modification, or an event trigger
	PCEF ( PCRF (CCR)

PCEF ( PCRF (CCA)

(Request/Response)

	Provisioning of PCC rules
[4.5.2 of TS29.212]
	Solicited by the PCEF
(PULL procedure)
	In response to a request for PCC rules being made by the PCEF, the PCRF shall provision PCC rules in the CC-Answer
	PCEF ( PCRF (CCR)

PCEF ( PCRF (CCA)

(Request/Response)

	
	Unsolicited provision by the PCRF
(PUSH procedure)
	The PCRF may decide to provision PCC rules without obtaining a request from the PCEF, e.g. in response to information provided to the PCRF via the Rx reference point, or in response to an internal trigger within the PCRF
	PCEF ( PCRF (RAR)

PCEF ( PCRF (RAA)

(Request/Response – opposite direction)

	Provisioning of Event Triggers
[4.5.3 of TS29.212]
	PCRF subscribes the PCEF on the event
PCEF notifies the PCRF
	The PCRF may provide one or several event triggers within one or several Event-Trigger AVP to the PCEF using the PCC rule provision procedure. Event triggers may be used to determine which IP-CAN session modification or specific event causes the PCEF to re-request PCC rules.
	Event Subscription:
PCEF ( PCRF (CCA or RAR)
Event Report:
PCEF ( PCRF (CCR)

	Provisioning of Event Report Indication

[4.5.11 of TS29.212]
	PCEF subscribes the PCRF on the event report
PCRF reports the event to the PCEF
	Whenever the PCEF subscribes to an event report indication by using the CCR command, the PCRF shall only send the corresponding currently applicable values which have been updated (e.g. 3GPP-User-Location-Info, 3GPP2-BSID, etc.) to the PCEF in the CCA
	Event Subscription:
PCEF ( PCRF (CCR)

Event Report:

PCEF ( PCRF (RAR)

	…. (we don’t describe all the features of Gx)………….


<Table 2: Example of PCC features of Gx interface>
Based on the guideline described in [S2-167183], we categorized the Gx transaction into the four categories as described in the figure 1.
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<Figure 1: Four cases of mapping service-based interface for Gx interface>
For the Type A-1, X requests Y’s service. The feature is describes as the Y’s service. For Gx example, “Request for PCC rules” of the existing Gx and “Provisioning of PCC rules (solicited by the PCEF)” can be categorized as this type. Y (PCRF) can have PCC rule service.

For the Type A-2, X subscribes Y’s service on the event and Y notifies X on the event. For Gx example, “Provisioning of Event Report Indication” can be categorized as this type. Y (PCRF) can have Event Report service.

NOTE: Since the Y has a capability of monitoring some event and it can report to X1, or X2 which subscribe the same event. It is categorized as the Y’s service (not X’s service).
For the Type B-1, Y requests X’s service. The feature is described the Y’s service. For Gx example, “Provisioning of PCC rules (Unsolicited provision by the PCRF) can be categorized as this type. X (PCEF) can have “SM session creation/modification service”

NOTE: One scenario for this example is that AF may trigger the change of QoS through Rx. We considered this scenario as the Y (PCRF) requests X (PCEF)’s IP-CAN session modification service.

For the Type B-2, Y subscribes X’s service on the event and X notifies Y on the event. For Gx example, “Provisioning of Event Triggers” can be categorized as this type. X (PCEF) can have an Event Report service.

NOTE: As an example, the PCRF subscribes the event of Usage Reporting for the heavy traffic user as a trigger. While the PCEF monitoring the data traffic, upon detecting the exceeding the spending limit, the PCEF reports the event to the PCRF. We considered this scenario as the PCEF’s service since the Y2 (OCS) also can utilize the same or similar service on the X (PCEF).

2
A way forward
1. Let’s try to analyse for the each reference point to see if we can describe as a service in a similar way as described in this paper. 
2. Focus on the NF with the diameter-based interface such as PCF, UDM and AUSF. 
3. Re-evaluate the services after completing the stage 2 call flows.
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